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IS CERTIFIED AS AN

OSCP

(Offensive Security Certified Professiona

AND HAS SUCCESSFULLY COMPLETED ALL REQUIREMENTS AND
CRITERIA FOR SAID CERTIFICATION THROUGH EXAMINATION
ADMINISTERED BY OFFENSIVE SECURITY.

THIS CERTIFICATION, EARNED ON

12th of May 2019
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This certificate may be verified by contacting orders@offensive-security.com using the certificate holders student ID: 0S-101-036493
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Offensive Security Certified Professional
(OSCP)

Issued by Offensive Security

OFFENSIVE
SECUTILY,

OSCP

An OSCP is able to research a network, identify vulnerabilities and successfully execute attacks.
This often includes modifying exploit code with the goal to compromise systems and gain
administrative access. An OSCP can identify existing vulnerabilities and execute organized attacks
in a controlled and focused manner, write simple Bash or Python scripts, perform network
pivoting and data ex-filtration, and compromise poorly written PHP web applications.

Skills
.é.d.d.LtLQDﬂ.l_[lEIﬂllS Antivirus Exploitation Buffer Overflow Exploits Client Side Attacks Exploitation
Information Gathering Kali Linux Metasploit Metwork Vulnerability Scanning
Password Attacks Pivoting Port Scanning Privilege Escalation Web Exploitation

Earning Criteria

[E] Complete the Penetration Testing with Kali Linux training course
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